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ABSTRACT

The GSM Based Door lockset monitoring system is a system capable of alerting three
household members/ heads whose mobile numbers have been registered into the system
in case a key, wire or any metal is entered into the door lockset hole. It also alerts
neighbours with an alarm from a buzzer. The contribution or significance of this system
is that it performs real time monitoring of the system then alerts household members even
in far distant areas within the country and neighbours that is if electric power and good
telephony network are reliable.
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CHAPTER ONE

INTRODUCTION
1.1 Background

Often in time when going to work or for functions, we lock our houses in order to ensure
security and safety of our property. Insecurity in a house can be caused by a number of
factors including burglars who enter and steal property, it can also be caused by animals
which may enter and destroy our property or later cause un comfort to the house hold
when found in. In 2004 the Bureau of Justice Michigan city reported that: 77% of all
crime was property related, 17% of all crime domiciles were violated by a burglar and
85% of all burglaries the offender gained entry into the house or other building[1]. It was
noted that Uganda had a slightly higher rate of attempted burglary of 10.5%, followed by
Zimbabwe with 7.2% while South Africa's rate is again considerably lower at 3.7% of the
interviewed sample size. One can only speculate why burglary rates are higher in
Zimbabwe and Uganda and it appears that South Africa, being a more developed country,
spent more on crime prevention measures such as burglar bars, door locks, etc. The
survey shows that 33.8%South Africans installed secure door locksets and 43.8%
window or door grilles while the corresponding figures in Zimbabwe are 20.8% for door
locks and 20.4% for window or door grilles. Only 10.8% Ugandans installed door locks
and 4.2% window or door grilles. Entrance of burglars can be either in the presence of
people at home especially during night hours when everyone is asleep or during day

when no one is present in a home [2].

Thousands of families are burgled each year by thieves using poorly hidden house spare
keys. These spare keys are either stolen at an earlier date or found in a hiding place near
the premises such as under a plant pot, doormat, in holes or with trusted friends so that
incase theirs are misplaced these spare keys can help out in opening the house. Selwyn
Fernandes a managing director of LV home insurance said that "While the number of
burglaries is falling overall, it is alarming to see that the number of thefts where the

burglar used a key is increasing. Official United Kingdom police figures show that more
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